
BOO! Bring Your Own Device (BYOD) - …or is it 
Brought Your Own Device? That’s Really Scary 

Agenda Highlights 

 11:30-11:45AM   Registration 

 11:45-12:00PM  ARMA Business/Lunch 

  Served 

 12:00PM -1:15PM Bring Your Own 

  Device (BYOD) 

 1:15-1:30PM      Wrap-up and Raffle 

Thank you to our 2013 ARMA San Diego Sponsors! 

 

Date: October 31, 2013 

Time: 11:30a to 1:30p 

Registration: Through  October 25th  
3:30 PM 

  Members Pre-Registered: $15.00  

  Non-Members: $25.00  
Lunch Included  
Parking is $10  

Register at:  
www.sandiegoarma.org/programs.html  

Registration at door will be $25 
Members save by pre-registering  

Technically proficient individuals will implement their technology into 

a company regardless of policy. It’s about personal productivity and 

ease of use. In the current environment, the corporate IT organization 

has limited influence over the technology used to access corporate 

data. Instead access to data and programs is being directed by the 

consumer marketplace. Questions such as should I issue company 

owned devices which will allow me to control the device in more ways, 

or allow users to bring their own but being subject to company policy 

and monitoring? If employees are allowed to use their own devices, 

are they storing corporate records, what level of support should I of-

fer to ensure security of the corporate network or 

data accessible from the device? What types of 

training should be provided to educate employees 

regarding safe mobile device usage and protection 

of corporate data? These and other questions will 

be addressed during the presentation. 

Sumari Botha, CISA, CISM 

  

Sumari Botha has worked in the professional ser-

vices industry for nearly ten years. During her ca-

reer at a multi-national professional services firm, 

she has been involved and lead a variety of information security and 

consulting projects, including development of a global security testing 

methodology for her firm, which she co-presented in Amsterdam, Neth-

erlands to a KPMG management group. She has also worked on various 

information security projects in the US, UK and a number of countries 

in Africa. She is currently a member of the Board of Directors of ISSA’s 

San Diego Chapter, a member of ISACA and a Senior Associate within 

IT Advisory Risk Consulting practice at KPMG LLP San Diego. 

Location: 

4747 Executive Drive, San Diego, CA,  1st Floor conference room. 

This room will be to your immediate left as you enter the lobby. 
 

Directions to San Diego office 

From I-805 South  
Take Miramar Road exit toward La Jolla Village Drive. Turn right onto La Jolla Village Drive and take the 1st 
right onto Towne Centre Drive. Take the 1st right onto Executive Drive. the office will be on the right. 
From I-805 North 
Take Miramar Road exit toward La Jolla Village Drive. Turn left onto Miramar Road and continue onto La Jol-
la Village Drive. Turn right onto Towne Centre Drive. The office will be on the right. 
From I-5 North 
Take the La Jolla Village Dr exit. Turn right onto La Jolla Village Drive. Turn left onto Towne Centre Drive and 
take the 1st right onto Executive Drive. The office will be on the right. 
From I-5 South  
Take the La Jolla Village Dr exit. Turn left onto La Jolla Village Drive. Turn left onto Towne Centre Drive and 
take the 1st right onto Executive Drive. The office will be on the right. 

http://www.sandiegoarma.org/programs.html

