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Topics

O Public Access and Privacy (State of Californ'
O Information Resources




Public Access and Privacy % "E

O California Constitution

O Article 1, Declaration of Rights

O Section 1. All people are by nature free and ¥
independent and have inalienable rights. Among thes
are enjoying and defending life and liberty, acquiring,
possessing, and protecting property, and pursuing and
obtaining safety, happiness, and privacy.




Information Sites

O C(Citizen Media Law Project
o

O Californians Aware : The Center for Public Forum Right

oA'A'N e U ¢

WWW.privacyprotection.ca.gov




Public Access and Privacy Laws sk

§ Federal Family Educational Rights & Privacy Act 4
(FERPA) SLEAs

§ Freedom of Information Act (FOIA)

§ California Public Records Act (CPRA)




Calif Public Records Act vs %
Information Practices Act

O Calif Public Records Act O Information Practices Act
O Govt Code 6250 O Civil Code 1798
O Modeled on FOIA O Modeled on Fed Privacy
: Act <55 E;;g S
BRI O Effective 1978
O Applies to all records O Applies to information
O Excludes State Legislature about individuals

and Judicial Branch

o

Excludes State legislature = -




California Public Records AZ% e

®
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¥

§ Right of Access — Conduct of Public Business -

\_
S Tnformation Di N - \ ".




What is a Public Record? X

§ Any writing containing information relating to the »3%
conduct of the public’s business ST

§ Prepared, owned, used, or retained by the 4




What is a Public Record? X

Public Records :
O Minutes ?3%
O Email St
O Correspondence T

O Employment Information — Salary and Job
Description




What is Not A Public Record? % %

Public Records are . »3%

v Preliminary Drafts (unless kept) SRR
v Pending Litigation
v Police Materials 4
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What is Not A Public Record’.g;f;

Public Records are : ;}%

v Proprietary information/Trade secrets |
v Personnel or medical files where disclosure would bex ¥,
an unwarranted invasion of privacy

v Non-existent records — not required to create r
caveat: computer generated information fro




CPRA v. CIPA B

O Calif Public Records Act Information Practices Act
O 27+ Specific exemptions o 22 conditions for disclosure =

o

O Agency time limits - 10 one condition includes CPRA
days for initial response O Agency time limits — 30 days
O Charge for copies - 20 active/60 days inactive Jo

cents O Charge for copies 10 cents ..




ex

Information Practices Act (IPA) X

§ Codifies Individuals Right of Privacy

§ Regulates:
1) Information an agency can collect I
25

2) Disclosure

3) Provides Access Rights to the Individual




Information Practices Aé%f‘
(IPA)

Non Personal information includes:

s

@ Salary, Current and Historical Information, including total DA
compensation

@ Job description and job title




Information Practices Ac‘iié
(IPA) *

Personal information includes:

O Social Security Number LR &
O Performance Evaluations AN
®

O Home Address & Phone Number 1S




Information Practices Aé%f‘
(IPA)

Confidential information includes: »3%

s

X Medical records (under certain condition
* Police records




Information Practices Aé%f‘
(IPA)

The law covers : .~
@ Collection of Information

@ Maintenance of information




Information Practices Aéé{‘

(IPA) 3
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Provisions are included for:

g
CY




Do’s and Don’t Under the Informatio:%@ %
Practices Act

Do:
§ Collect and record relevant information
§ Record the source of the information

§ Review material when giving access to a
file, be sure to redact confidential
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*
Federal Family Education

Rights and Privacy Act

(FERPA) i
34 Code of Federal Regulations 99 £«

4



FERPA %

O
O Elements ol

O Protects privacy of records and information .'“ ‘

O Parent/Student rights [«




Covered Individuals %

O Who is covered? @)
O Students in their capacity as students N
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Types of Information *
_ ®
O Personally Identifiable Information has 2~ A
categories: LRE
O Directory Information — may be disclosed w/o prior -
consent S

O .




Directory Information % &

Student's name

address (local and/or permanent)
e-mail address
telephone numbers

date and place of birth

major field of study, dates of attendance, grade level,
enrollment status ﬂe.g. paid or unpaid enroliment,
undergraduate, full-time or part-time), Number of
course units in which enrolled, degrees and honor

NI



FERPA Disclosures B

O
O Consent to Disclose is chosen when registering and - ,7;/
making their student identity public or private PN

O Disclosure of Other PII °

n L : NIT™




Freedom of Information Ac% g

(FOIA)
O Federal law requiring disclosure of ;%f

information by (Federal) government

entities. »}%

O University is not covered by FOIA
except in the area of social security # &
federally funded research.*

O If the request for data does not me
these two requirements we process

request under CPRA.
VY
R




Records Management is a Critical % S
Component for Compliance

Records Management is a tool to
limit risk and liability in the area
f ndin for




Best Practices B

To limit risk and liability in the area of responding
to requests for information: :
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Current Trends B

O
A
O Emphasis on providing any information which increases .
the need for redactions. AR
O Finding information stored in other facilities and ”

%




Thank you for attending.



